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On June 10, 2021, China’s top legislative authority the NPC
Standing Committee passed the long awaited PRC Data Security
Law (the “DSL”), which will take effect on September 1, 2021.
The DSL is China’s second comprehensive data security
legislation following the issuance of the PRC Cyber Security Law
in 2016 (the “CSL”), and has established a fundamental
regulatory framework for data security and protection together
with the CSL mainly in the following aspects:

1. Specification of the applicable scope. The DSL will apply to
all types of data record in electronic and other forms and all
types of data processing activities carried out within the
territory of China. However, the scope of “within the
territory of China” is not defined in the DSL, thus it remains
unclear whether data processing activities such as
collection, storage and usage of data involving PRC
individuals or entities by foreign entities through Apps or
websites hosted outside of China will subject to the DSL'’s
regulation.

2. Establishment of a data classification system. The DSL has
established a data categorization and classification system
for protection and security covering different categories of
data. Important data will be subject to stricter management
and protection requirements including but not limited to
data security review and export control. The DSL further
requires an important data processor to take the data
protection responsibilities by conducting regular risk
assessments and submitting assessment reports to the
competent authorities.

3.  Tightening requlation on data export. Under the CSL, only
critical information infrastructure operators (the “CllOs”) are
required to store important data collected by themselves
within the territory of China and to conduct security
assessment before cross-border transfer of such data. The
DSL clarified that for data processors who are not CllOs,
the collection, storage, usage and cross-border transfer of
important data are also required to comply with relevant
regulations to be formulated and promulgated by
competent authorities. Moreover, according to the DSL,
without pre-approval by the competent PRC authorities, no
PRC domestic individual or entity is allowed to provide any
data stored within China to foreign judicial body or
administrative authorities.

4. Imposition of severe penalties. The violation of DSL may
result in up to RMB10 million monetary fine, suspension of
the business, and even revocation of operation permits or
business license. For data transaction intermediary
services providers who fail to examine data source, verify
identities of transaction parties or properly archive
verification and transaction records, in addition to the
abovementioned penalties, they may also be subject to
confiscation of unlawful gains and monetary fines up to 10
times of unlawful gains.

As a fundamental law governing data security, the SDL has set
out more principles but lacks practical guidance. The specific
implementing regulations and rules are expected to be issued in
the near future to flesh out the essentials and concepts
introduced under the SDL. Given that the SDL will have a
profound impact on data processing activities, we suggest that all
foreign companies with business operations in China continue to
closely monitor the developments of the PRC data protection
regulations and ensure general compliance as well.
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Beijing Launched Pilot Program on Transfer of Private Fund Interests
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On June 25, 2021, seven departments for Beijing local
government (including, among others, Beijing Local Financial
Administration Bureau, Beijing branch of China Securities
Regulatory Commission) jointly issued the Guidelines on
Implementing the Pilot Program of Transfer of Interests in Private
Equity Funds and Venture Capital Funds (the “Guidelines”). The
Guidelines is China’s first mandatory rules governing transfer of
fund interests, which indicated that the trials of fund interests
transfer as proposed in the executive meeting of the State
Council on July 15, 2020 has been formally launched in Beijing.

Highlights of the Guidelines include, among others: (a) facilitating
trade sale of the interests in the state-owned PE or VC funds in
the secondary market with a market-based transfer price; (b)
allowing limited partners of a limited liability partnership
incorporated in Beijing to register the pledge against their
interests in such partnership with Beijing equity transaction center
(“Beijing OTC Center”); and (c) encouraging qualified foreign
institutions to establish secondary funds (or S Funds) in Beijing to
participate in the equity or interests transfer involving PE and VC
funds.

It is reported that at least three S Funds (including one S Fund
manager) have been established in Beijing since December 2020
and two fund interests transfer transactions have been certified
by Beijing OTC Center on June 25, 2021. In brief, the enactment
of the Guidelines shows China’s positive attitude towards the
development of S Funds and promotion of the exit channel for the
PE/VC funds, but it may take some time for such pilot program to
be rolled out nationwide. We will continue to monitor and update
major regulatory developments in this connection.
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